Page 1



SA WG2 Meeting #115
S2-162561
23 - 27 May 2016, Nanjing, P.R. China
(revision of S2-16xxxx)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	23.167
	CR
	0292
	rev
	-
	Current version:
	13.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	WLAN to CS session continuity for Emergency call over WLAN

	
	

	Source to WG:
	Nokia

	Source to TSG:
	SA2

	
	

	Work item code:
	[DUMMY], SEW2?
	
	Date:
	2016-05-09

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	UE may perform one-way session continuity from WLAN to 3GPP CS as described in solution 29 of TR 23.771 (study of SEW2) for IMS emergency using DRVCC. This main procedure is described with another CR for TS 23.237 but a reference from the specification to TS 23.237 is needed to have a complete picture.

	
	

	Summary of change:
	Add the necessary reference to TS 23.237 to enable IMS emergency over WLAN with DRVCC.

	
	

	Consequences if not approved:
	Session continuity from WLAN to 3GPP CS is not possible

	
	

	Clauses affected:
	1, 3.2, 6.2.2, J.2

	
	

	
	Y
	N
	
	

	Other specs
	x
	
	 Other core specifications

	TS 23.237 CR 0488

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


1
Scope

This document defines the stage 2 service description for emergency services in the IP Multimedia Core Network Subsystem (IMS), including the elements necessary to support IP Multimedia (IM) emergency services. ITU‑T Recommendation I.130 [4] describes a three-stage method for characterisation of telecommunication services, and ITU‑T Recommendation Q.65 [3] defines stage 2 of the method.

This document covers also the Access Network aspects that are crucial for the provisioning of IMS emergency services. Other 3GPP specifications that are related to the IMS emergency services are TS 23.228 [1] on IMS in general, including fixed broadband access aspects, TS 23.060 [2] describing GPRS (UTRAN), TS 23.401 [28] describing EPS (UTRAN and E-UTRAN); TS 23.402 [29] describing Non 3GPP access (WLAN) to EPC; TS 23.271 [5] that covers location services and TS 23.216 [31] and TS 23.237 [32] describing Single Radio Voice Call Continuity (SRVCC) and Dual Radio Voice Call Continuity (DRVCC) for IMS Emergency session. TS 25.301 [6] contains an overall description of the UMTS Terrestrial Radio Access Network; TS 36.300 [30] contains an overall description of the Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN). Other non-3GPP specifications that are related to the IMS emergency services include 3GPP2 cdma2000 HRPD IP‑CAN, as specified in 3GPP2 X.S0060 [25] when the UE is connected to a PDS core network and 3GPP2 X.S0057‑A [39] when the UE is connected to an EPC core network.

The emergency support in different IP-CANs is described in the Informative Annex E.

**** next change ****
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CDR
Charging Data Record

CLF
Connectivity session Location and repository Function

DRVCC
Dual Radio Voice Call Continuity
E‑CSCF
Emergency‑CSCF

EATF
Emergency Access Transfer Function

ECS
Emergency Call Server

ESQK
Emergency Service Query Key

ESRK
Emergency Service Routing Key

ESRN
Emergency Service Routing Number

HRPD
High Rate Packet Data

LRF
Location Retrieval Function

LRO
Last Routing Option

LS
Location Server

MPC
Mobile Positioning Centre

PDS
Packet Data Subsystem

PSAP
Public Safety Answering Point

RDF
Routing Determination Function

SET
SUPL Enabled Terminal

SLP
SUPL Location Platform
SRVCC
Single Radio Voice Call Continuity
SUPL
Secure User Plane for Location

VPC
VoIP Positioning Centre

**** next change ****
6.2.2
Emergency‑CSCF

-
Receive an emergency session establishment request from a P‑CSCF or an S-CSCF.

-
If the UE does not have credentials, a non-dialable callback number shall be derived where required by local regulation (e.g. see Annex C of J‑STD‑036 [23]).

-
If location information is not included in the emergency request or additional location information is required, the E‑CSCF may request the LRF to retrieve location information as described in clause 7.6 Retrieving Location information for Emergency Session.

-
If required, the E‑CSCF requests the LRF to validate the location information if included by the UE.

-
Determines or queries the LRF for the proper routing information/PSAP destination.

-
Route emergency session establishment requests to an appropriate destination including anonymous session establishment requests.

-
Subject to local regulation, the E‑CSCF may send the contents of the P-asserted ID or UE identification to the LRF.

-
Based on operator policy, the E‑CSCF may route the emergency IMS call to ECS for further call process.

-
For supporting SRVCC and/or DRVCC, see TS 23.237 [32] and TS 23.216 [31], the E CSCF forwards the session establishment request to the EATF in the serving IMS network for anchoring.

-
Generation of CDRs.

**** next change ****
Annex J (normative):
IMS emergency services using WLAN access to EPC

J.1
General

This annex includes additional clarifications when the IP-CAN corresponds to a WLAN access to EPC.

In this Release of the specifications, for UE detected emergency sessions:

-
Emergency sessions are only supported over WLAN access to EPC in following case:

-
Since emergency sessions over WLAN access to EPC support a limited set of features then the UE shall issue an Emergency session over WLAN access to EPC only when it has failed or has not been able to use 3GPP access to set up an emergency sesssion,

-
The UE has sufficient credentials to access EPC

-
To support emergency sessions over WLAN access to EPC, only EPC procedures for Untrusted WLAN access to EPC (S2b) are defined

-
An ePDG and a PDN GW in the home PLMN are used.

NOTE:
This means that a P-CSCF in the Home PLMN is always used for Emergency session over WLAN access to EPC. In this Release of the specification, no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming.

-
The IMS entities may not be able to get a network provided caller's location.

Further details on the procedures defined for WLAN access to EPC support of support emergency sessions are defined in TS 23.402 [29].

J.2
UE specific behaviour

For the specific case where the UE has selected to make an emergency call over WLAN access to EPC (hence the UE has detected that the target URI or dialled digits correspond to an emergency sessions), the UE shall use the following procedures:

NOTE :
How the UE detects that the target URI or that the dialled digits correspond to an emergency call is not defined in this release. As an example, the UE may use the list of emergency call numbers it last received over 3GPP access.
-
A UE shall establish an emergency PDN connection over WLAN and shall perform an IMS emergency registration before sending an IMS emergency session request.

-
The UE shall include any available location information in the IMS emergency session request. This is further detailed in TS 23.228 [1].

-
For the media supported during IMS emergency sessions, media codec and format support is specified in TS 26.114 [34].
-
For the impact of DRVCC on emergency call, see TS 23.237 [32]

A UE shall not establish an emergency PDN connection over WLAN if the UE initiated a normal (i.e. non-emergency) session and is subsequently informed by the network that the ongoing session is accepted by the network even though it is an emergency session.

J.3
High Level Procedures for IMS emergency calls

For the high level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when EPC access over WLAN is used:

-
the IP-CAN bearer resource is a PDN connection dedicated for emergency services. The TS 23.402 [29] describes how to indicate that a PDN connection request is for emergency;

-
For registration requests received from an emergency PDN connection, the P-CSCF shall reject any IMS registration which is not for the emergency purpose.

NOTE 1:
When the IMS network detects that the UE is establishing an emergency session over WLAN access to EPC while the UE is not in its Home country, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session

For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when WLAN access to EPC is used:

-
The P-CSCF may reject the session initiation request with an indication that this is an emergency session or may allows the session initiation request to continue.

The following flow contains a high level description of the emergency service procedures performed over WLAN access to EPC when the UE can detect that an emergency PDN connection is being needed. This flow provides details (or references) related with WLAN access to EPC on top of the general procedure described in clause 7.1.
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Figure J.3: Terminal Detected Emergency Calls (Un trusted WLAN access to EPC)

The following steps are performed:

1.
Same as step 1 of Figure 7.1

2.
The UE releases any PDN connection it may have over untrusted access to EPC.

3.
Void.

4.
As described in TS 23.402 [29], the UE selects an ePDG for emergency services and sets-up a PDN connection for emergency services. The UE is assigned an IP address at this stage.

NOTE 2:
No specific WLAN AP selection is carried out to support emergency services.

5.
Same as step 5 of Figure 7.1.

6.
Same as step 6 of Figure 7.1.

7.
Same as step 7 of Figure 7.1.

J.4
Location handling

When a UE performs an emergency registration or initiates an emergency session over WLAN access to EPC the UE provides location information that is further defined in TS 23.228 [1].
If the operator policy requires network provided location using PCC-based solutions for the UE location, the P-CSCF may retrieve location information from the access network as defined in TS 23.203 [20] and includes it in the emergency session request, as described in TS 23.228 [1].

**** end of change ****
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